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NEW QUESTION 1

HOTSPOT

You have a Microsoft 365 subscription.

You are configuring permissions for Security & Compliance.

You need to ensure that the users can perform the tasks shown in the following table.

Name Task
Userl Download all Security & Compliance reports
User2 Create and manage Security & Compliance
alerts.

The solution must use the principle of least privilege.
To which role should you assign each user? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Userl: ¥
Records Management

Security Administrator
Security Reader
Supervisory Review

Userl: ¥
Compliance Administrator
Organization Management
Security Administrator
Security Reader
Supervisory Review

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/permissions-in-the-security-and-compliance-center#mapping-of-role-groups-tHYPERLINK
"https://docs.microsoft.com/en-us/office365/securitycompliance/permissions-in-the-security-and-compliance-center#mapping-of- role-groups-to-assigned-roles'o-
assigned-roles

NEW QUESTION 2
HOTSPOT
You have a Microsoft Azure Activity Directory (Azure AD) tenant contains the users shown in the following table.

Name Member of
Userl Groupl
User2 Group2
User3 Group3

Group3 is a member of Groupl.
Your company uses Windows Defender Advanced Threat Protection (ATP). Windows Defender ATP
contains the roles shown in the following table.

= =

Name | _Permission | Assigned user group |
| Windows Defender ATP | View data, Alerts investigation, Active | None |
administrator (default) remediation actions, Manage secunty |

seliings
| Rolel View daia, Aleris investigalion | Groupl |
L Role2 View data |Growp2 |
Windows Defender ATP contains the device groups shown in the following table.
Rank Machine group Machine User access
I ATPI Devicel Groupl
Last Ungrouped machines (default) | Device2 None
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
Statements Yes No
Userl can view Devicel in Windows Defender Security Center. o (o
User2 can sign in to Windows Defender Security Center. O O
User3 can view Devicel in Windows Defender Security Center. O O

A. Mastered
B. Not Mastered
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Answer: A
Explanation:
Statements Yes No
Userl can view Devicel in Windows Defender Security Center. ) )
User2 can sign in to Windows Defender Security Center. O @)
User3 can view Devicel in Windows Defender Security Center. (@] O

NEW QUESTION 3
From the Microsoft Azure Active Directory (Azure AD) Identity Protection dashboard, you view the risk events shown in the exhibit. (Click the Exhibit tab.)

Sign-ins from anonymous IP addresses

ﬂ' Apply a sign-in risk policy for automatic mitigation. =*
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v} Allan Deyong 178,.32.185.102 Boubab, Hauts-de-France, F... Y4208 105 AN Closed (password .
-1 Eanco Cattanes 178.32.185,102 Roubarg, Hauts-de-France, F... Fra/2008 1:95 AM Closed (password ,

You need to reduce the likelihood that the sign-ins are identified at risky. What should you do?

A. From the Security & Compliance admin center, create a classification label.

B. From the Security & Compliance admin center, add the users to the Security Readers role group.

C. From the Azure Active Directory admin center, configure the trusted IPs for multi-factor authentication.
D. From the Conditional access blade in the Azure Active Directory admin center, create named locations.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition

NEW QUESTION 4

Your company has a Microsoft 365 E5 subscription.

Users in the research department work with sensitive data.

You need to prevent the research department users from accessing potentially unsafe websites by using hyperlinks embedded in email messages and documents.
Users in other departments must not be restricted.

What should you do from the Security & Compliance admin center?

A. Create a data toss prevention (DLP) policy that has a Content is shared condition.
B. Modify the default safe links policy.

C. Create a data loss prevention (DLP) policy that has a Content contains condition.
D. Create a new safe links policy.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/set-up-atp-safe-links-policies#policies-that-apply-to-specific-email-recipients

NEW QUESTION 5

A user receives the following message when attempting to sign in to https://myapps.microsoft.com: "Your sign-in was blocked. We've detected something unusual
about this sign-in. For example, you might be signing in from a new location device, or app. Before you can continue, we need to verity your identity. Please
contact your admin.”

Which configuration prevents the users from signing in?

A. Microsoft Azure Active Directory (Azure AD) Identity Protection policies
B. Microsoft Azure Active Directory (Azure AD) conditional access policies
C. Security & Compliance supervision policies

D. Security & Compliance data loss prevention (DIP) policies
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Answer: B

Explanation:
References:

https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/overview

NEW QUESTION 6

The users at your company use Dropbox to store documents. The users access Dropbox by using the MyApps portal.

You need to ensure that user access to Dropbox is authenticated by using a Microsoft 365 identify. The documents must be protected if the data is downloaded to

an untrusted device.
What should you do?

A. From the Intune admin center, configure the Conditional access settings.

B. From the Azure Active Directory admin center, configure the Organizational relationships settings

C. From the Azure Active Directory admin center, configure the Application proxy settings.
D. From the Azure Active Directory admin center, configure the Devices settings.

Answer: B

NEW QUESTION 7
HOTSPOT

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.onmicrosoft.com. Your company implements Windows Information Protection

(WIP).

You need to modify which users and applications are affected by WIP.
What should you do? To answer, select the appropriate options m the answer area.

NOTE: Each correct selection is worth one point.
To modify which users are affected by WIP, configure:

To modify which applications are affected by WIP, configure:

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

The Azure AD app registration
The Azure AD device settings
The MAM User scope

The mobile device management (MDM) authority

hJ

App configuration policies
App protection policies
Compliance policies

Device configuration profiles

https://docs.microsoft.com/en-us/windows/security/information-protection/windows-information-protectHYPERLINK "https://docs.microsoft.com/en-
us/windows/security/information-protection/windows-information-protection/create-wip-policy-using-intune-azure"ion/create-wip- policy-using-intune-azure

NEW QUESTION 8

You have a Microsoft 365 subscription. You have a user named Userl. You need to ensure that Userl can place a hold on all mailbox content. Which rote should

you assign to Userl?

A. e Discovery Manager from the Security & Compliance admin center

B. compliance management from the Exchange admin center

C. User management administrator from the Microsoft 365 admin center

D. Information Protection administrator from the Azure Active Directory admin center

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/Exchange/permissiHYPERLINK "https://docs.microsoft.com/en-us/Exchange/permissions/feature-permissions/policy-and-

compliance-

permissions?view=exchserver-2019"ons/feature-permissions/policy-and-compliance-permissions?view=exchserver-2019

NEW QUESTION 9
You have a Microsoft 365 subscription

All users are assigned a Microsoft 365 E3 License. You enable auditing for your organization.
What is the maximum amount of time data will be retained in the Microsoft 365 audit log?

A. 2 years
B. 1 year

C. 30 days
D. 90 days

Answer: D

Guaranteed success with Our exam guides

visit - https://www.certshared.com



Certshared now are offering 100% pass ensure MS-101 dumps!
r_l CEFtSharEd https://www.certshared.com/exam/MS-101/ (146 Q&AS)

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance

NEW QUESTION 10

HOTSPOT

Your company is based in the United Kingdom (UK).

Users frequently handle data that contains Personally Identifiable Information (PII).

You create a data loss prevention (DLP) policy that applies to users inside and outside the company. The policy is configured as shown in the following exhibit.

Mew DLP policy ’ :
Review your settings

Choose the information to protect Template name
LLE. Personally Identifiable Infoarmaton (PIT) Data

Name your policy

Policy name Edit

UK Personally identirable Informaton (PL] Data
Choose locations

Description Edit

Policy settings

Applies to content in these locations Edit

@  Review your settings

Exchange email
SharePoint sites
OneDrive accounts

Policy settings Edit

I the content contins these types of tensitve infor LLK
Matonal Insurance Number (NINCHLLS. / UK. Passport Number
then notify people with a policy tip and emall message

If there are at least 10 instances of the same type of sensitive

info. block access (o the content and send an incden report
wilh a P'lqh seventy evel but allow people 1o ovennde.

Turn policy on after it's created?

Yes

i :
I Back | Create Cancel

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

If a user attempts to upload a document to a Microsoft SharePoint =
site, and the document contains one UK passport number, the allowed
document will be [answer choice]. blocked without warning

blocked, but the user can override the policy

If a user attempts to email 100 UK passport numbers to a user in v
the same company, the email message will be [answer choice]. |allowed

blocked without warning

blocked, but the user can override the policy

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://docs.microsoft. HYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies"com/en-
us/office365/securitycompliance/data-loss-prevention-policies

NEW QUESTION 10

HOTSPOT

You have a Microsoft 365 subscription that contains all the user data.

You plan to create the retention policy shown in the Locations exhibit. (Click the Locations tab.)
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Choose locations

The policy will apply to content that's stored in the locations you choase.

O Apply policy only to content in Exchange email. public felders. Office 365 groups. OneDrive and SharePoint decuments.

@ Let me choose specific locations. ()

Status Location Include
.J m Exchange email 1 recipient
Choose recipients

(o m Office 365 groups 1 group
Choaore groups

You configure the Advanced retention settings as shown in the Retention exhibit. (Click the Retention tab.)

Advanced retention

Keyword query editor
merger
acquisition
takeover

~ Actions
When contént matches the conditions. perform the following actions.

Retentwon actions
@ Fetain the content (3)

[Fnrﬂ'hilmg v :5 years v |

Do you want us to delete it after this time?

@ ves Ono

O Don’t retain the content. Just delete it if it's older than ()

Retain or delete the content based on | when it was created ¥ (D

The locations specified in the policy include the groups shown in the following table.

Location Include
Exchange email A distnbution group named
LegalTeam
Office 365 groups | A secunty group named Legal365

Excluds recipients

Exclude groupt

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.
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Statements Yes No
Any file stored in Microsoft SharePoint group library by a user in the O 9

Legal365 group will be stored for five years, and then deleted.

An email message that contains the word takeover and is sent by a user
in the LegalTeam group will be deleted automatically after five years. Q O

If a new user is added to the LegalTeam group next week, and the user
sends an email message that contains the word takeover, the message o (o
will be deleted automatically after five years.

A. Mastered
B. Not Mastered

Answer: A
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies

NEW QUESTION 15

vc())u-l;snzgv-l;rk contains an Active Directory domain named contoso.com. The domain contains the file servers shown in the following table.
Name IP address
Serverl 192.168.1.10
Server2 192.168.2.10

A file named Filel.abc is stored on Serverl. A file named File2.abc is stored on Server2. Three apps named Appl, App2, and App3 all open files that have the
.abc file extension.

You implement Windows Information Protection (WIP) by using the following configurations:

Exempt apps: App2

Protected apps: Appl

Windows Information Protection mode: Block

Network boundary: IPv4 range of: 192.168.1.1-192.168-1.255

You need to identify the apps from which you can open Filel.abc.

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Statements Yes No
You can open Filel abc in Appl. o o
You can open Filel abc in App2. P P
You can open Filel.abc in App3. () @

A. Mastered
B. Not Mastered

Answer: A
Explanation:

References:
https://docs.microsoft.com/en-us/windows/security/information-protection/windows-information-protection/create-wip-policy-using-intune-azure

NEW QUESTION 20

HOTSPOT
You have retention policies in Microsoft 365 as shown in the following table.
Name Location
Policyl OneDrive accounts
Policy2 Exchange email, Exchange public folders, Office 365 groups,
OneDrive accounts, SharePoint sites

Policyl is configured as shown in the Policyl exhibit. (Click the Policyl tab.)
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Decide if you want to retain content, delete it, or both

D o weand B0 retain content 7

o
".:__J Yei | want 10 retaen d

@ Mo puil delete contenl that' s oloes Than

Deedete the comilen] D] of | wifen @ wdd Credlied
Meed more opons T

I:_,' L edvafidd PElEnTa St

S “ e

Policy2 is configured as shown in the Policy2 exhibit. (Click the Policy2 tab.)
Decide if you want to retain content, delete it, or both

Do you want to retain content?

@ Vi, | want 1o retan it
L 3 "
Retan the content based on| when it was created %
LM yOuU want ut 1o Gelate 1 atter thes hima?
Oves @ N
[} Mo just delete content Fut's older thas

W

Mered more optons?

() Ui acdvanaad rpteritcn iattings

I‘. “ e
|

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No
If a user creates a file in Microsoft OneDrive on January 1, 2018, O O
users will be able to access the file on January 15, 2020.
If a user deletes a Microsoft OneDrive file that was created on O O
January 1, 2018, an administrator will be able to recover the file on
April 15, 2020.
If a user deletes a Microsoft OneDrive file that was created on ) O

January 1, 2018, an administrator will be able to recover the file on
April 15, 2023,

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

httpsHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies#the-principles-of-retention-or-what-takes-
precedence"://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies#the-principles-of-retention-or-what-takes- precedence

NEW QUESTION 25

You have a Microsoft 365 subscription.

All users have their email stored in Microsoft Exchange Online.

In the mailbox of a user named User 1. You need to preserve a copy of all the email messages that contain the word Project X.
WDM should you do?

A. From the Security & Compliance admin center, create an eDiscovery case.
B. From the Exchange admin center, create a mail now rule.
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C. From the Security fit Compliance adman center, start a message trace.
D. From Microsoft Cloud App Security, create an access policy.

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/ediscovery-cases#step-2-create-a-new-case

NEW QUESTION 29

HOTSPOT

You have a data loss prevention (DIP) policy.

You need to increase the likelihood that the DLP policy will apply to data that contains medical terms from the International Classification of Diseases (ICD-9-CM).
The solution must minimize the number of false positives.

Which two settings should you modify? To answer, select the appropriate settings in the answer area. NOTE: Each correct selection is worth one point.

Content contains

Any of these ¥

Pll Identifiers

Sensitive info type Instance count Match accuracy
min| |max min | max
LS. Social Security Number [SSN}) 1 any 50 100
Add -
and =|

Any of these ¥

Medical Terms

Sensitive info type Instance count Match accuracy
rrin max min | |ma
International Classification of Diseases (ICD-9-CM) 1 any S0 100
Add =
A. Mastered

B. Not Mastered
Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies https://docs.microsoft.com/en-us/office365/securitycompliance/what-
the-sensitive-inHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/what-the-sensitive-information-types-look-for#international-
classification-of-diseases-icd-9-cm"formation-types-look-for#international-classification-of-diseases-icd-9-cm

NEW QUESTION 32

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intune.

Solution: You add your user account as a device enrollment manager. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 34

Your company has a Microsoft 365 subscription.

You implement Microsoft Azure Information Protection.

You need to automatically protect email messages that contain the word Confidential in the subject line.
What should you create?

A. a mail flow rule from the Exchange admin center

B. a message trace from the Security & Compliance admin center

C. a supervision policy from the Security & Compliance admin center
D. a sharing policy from the Exchange admin center

Answer: A
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Explanation:
References:
https://docs.microsoft.com/en-us/azure/information-protection/configure-exo-rules

NEW QUESTION 38

You have a Microsoft 365 subscription.

You need to investigate user activity in Microsoft 365, including from where users signed in, which applications were used, and increases in activity during the past
month. The solution must minimize administrative effort.

Which admin center should you use?

A. Azure ATP

B. Security & Compliance
C. Cloud App Security

D. Flow

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance

NEW QUESTION 39

You are testing a data loss prevention (DLP) policy to protect the sharing of credit card information with external users.

During testing, you discover that a user can share credit card information with external users by using email.

However, the user is prevented from sharing files that contain credit card information by using Microsoft SharePoint Online.

You need to prevent the user from sharing the credit card information by using email and SharePoint. What should you configure?

A. the locations of the DLP policy

B. the user overrides of the DLP policy rule
C. the status of the DLP policy

D. the conditions of the DLP policy rule

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies

NEW QUESTION 41

You create a new Microsoft 365 subscription and assign Microsoft 365 E3 licenses to 100 users. From the Security & Compliance admin center, you enable
auditing.

You are planning the auditing strategy.

Which three activities will be audited by default? Each correct answer presents a complete solution. NOTE: Each correct selection is worth one point.

A. An administrator creates a new Microsoft SharePoint site collection.
B. An administrator creates a new mail flow rule.

C. A user shares a Microsoft SharePoint folder with an external user.
D. A user delegates permissions to their mailbox.

E. A user purges messages from their mailbox.

Answer: ABC

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-andcompliance?redirectSourcePath=%25HYPERLINK "https://docs.
microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-
andcompliance?redirectSourcePath=%2farticle%2f0d4d0f35-390b-4518-800e-0c7ec95e946¢"2farticle%252f0d4d0f35-390b-4518-800e-0c7ec95e946¢

NEW QUESTION 45

Your company has 5,000 Windows 10 devices. All the devices are protected by using Windows Defender

Advanced Threat Protection (ATP).

You need to view which Windows Defender ATP alert events have a high severity and occurred during the last seven days.
What should you use in Windows Defender ATP?

A. the threat intelligence API
B. Automated investigations
C. Threat analytics

D. Advanced hunting

Answer: B
Explanation:
References:

https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/investigate-alertswindows-defender-advanced-threat-protection
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/automatedinvestigations-windows-defender-advanced-threat-protection

NEW QUESTION 48
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DRAG DROP
You have the Microsoft Azure Advanced Threat Protection (ATP) workspace shown in the Workspace exhibit. (Click the Workspace tab.)

Workspace

@

The sensors settings for the workspace are configured as shown in the Sensors exhibit. (Click the Sensors tab.)

Sensors

(D) Configure Ditectony Sary to install the first Sensor or Standalone Sensor

You need to ensure that Azure ATP stores data in Asia.
Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the

correct order.
Actions Answer Area

Modify the integration setting for the workspace.

Delete the workspace.

Regenerate the access keys.

Create a new workspace.
Modify the Azure ATP user roles.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Delete the workspace.

Create a new workspace.

Regenerate the access keys.

NEW QUESTION 49

You need to notify the manager of the human resources department when a user in the department shares a file or folder from the department’s Microsoft
SharePoint site.

What should you do?

A. From the Security & Compliance admin center, create an alert policy.

B. From the SharePoint site, create an alert.

C. From the SharePoint admin center, modify the sharing settings.

D. From the Security & Compliance admin center, create a data loss prevention (DLP) policy.

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/create-activity-alerts

NEW QUESTION 54

Your company uses Microsoft Azure Advanced Threat Protection (ATP) and Windows Defender ATP. You need to integrate Windows Defender ATP and Azure
ATP.

What should you do?

A. From Azure ATP, configure the notifications and reports.

B. From Azure ATP, configure the data sources.

C. From Windows Defender Security Center, configure the Machine management settings.
D. From Windows Defender Security Center, configure the General settings.

Answer: B
Explanation:

References:
https://docs.microsoft.com/en-HYPERLINK "https://docs.microsoft.com/en-us/azure-advanced-threat-protection/integrate-wd-atp“us/azure-advanced-threat-
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protection/integrate-wd-atp

NEW QUESTION 57

You have a Microsoft 365 tenant.

All users are assigned the Enterprise Mobility + Security license.

You need to ensure that when users join their device to Microsoft Azure Active Directory (Azure AD), the
device is enrolled in Microsoft Intune automatically.

What should you configure?

A. Enrollment restrictions from the Intune admin center

B. device enrollment managers from the Intune admin center

C. MAM User scope from the Azure Active Directory admin center
D. MDM User scope from the Azure Active Directory admin center

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/intune/windows-enroll

NEW QUESTION 59

HOTSPOT

Your network contains an Active Directory domain named contoso.com. All client devices run Windows 10 and are joined to the domain.
You update the Windows 10 devices by using Windows Update for Business.

What is the maximum amount of time you can defer Windows 10 updates? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Quality updates: hd
14 days
30 days
60 days
120 days

Feature updates: ¥
60 days

180 davys
365 days
540 days

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/windows/deployment/update/waas-manage-updates-wufb

NEW QUESTION 62

Your company uses Microsoft System Center Configuration Manager (Current Branch) and Microsoft Intune to co-manage devices.
Which two actions can be performed only from Intune? Each correct answer presents a complete solution.

NOTE: Each correct selection is worth one point.

A. Deploy applications to Windows 10 devices.
B. Deploy VPN profiles to iOS devices.

C. Deploy VPN profiles to Windows 10 devices.
D. Publish applications to Android devices.

Answer: BD
Explanation:
References:

https://docs.microsofHYPERLINK "https://docs.microsoft.com/en-us/sccm/comanage/overview't.com/en-us/sccm/comanage/overview
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/create-vpn-profiles

NEW QUESTION 63
You configure a conditional access policy. The locations settings are configured as shown in the Locations exhibit. (Click the Locations tab.)
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Control user access based on their physical
location. Learn more,

Configure @

Yes Mo

Include Exclude

Any location
# All trusted locations
Selected locations

(]

The users and groups settings are configured as shown in the Users and Groups exhibit. (Click Users and Groups tab.)

X
Users and groups

Include Exclude

Mone
All users
®) Select users and groups

All guest users (preview] Li ]
o Directory roles (preview) @
Security reader N

Users and groups

Members of the Security reader group report that they cannot sign in to Microsoft Active Directory (Azure AD) on their device while they are in the office.
You need to ensure that the members of the Security reader group can sign in in to Azure AD on their device while they are in the office. The solution must use the

principle of least privilege.
What should you do?

A. From the conditional access policy, configure the device state.

B. From the Azure Active Directory admin center, create a custom control.
C. From the Intune admin center, create a device compliance policy.

D. From the Azure Active Directory admin center, create a named location.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition

NEW QUESTION 68

You have computers that run Windows 10 Enterprise and are joined to the domain.

You plan to delay the installation of new Windows builds so that the IT department can test application
compatibility.

You need to prevent Windows from being updated for the next 30 days.

Which two Group Policy settings should you configure? Each correct answer presents part of the solution.
NOTE: Each correct selection is worth one point.

A. Select when Quality Updates are received

B. Select when Preview Builds and Feature Updates are received
C. Turn off auto-restart for updates during active hours

D. Manage preview builds

E. Automatic updates detection frequency

Answer: BD

NEW QUESTION 69
HOTSPOT

You have a Microsoft Azure Activity Directory (Azure AD) tenant contains the users shown in the following table.
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Name Member of
Userl Group |
User2 Group2
User3 Group3

Group3 is a member of Groupl.
Your company uses Windows Defender Advanced Threat Protection (ATP). Windows Defender ATP contains the roles shown in the following table.

Name Permission Assigned nser group |
Windows Defender ATP | View data, Alerts investigation, Active | None '
admumstrator {default) remediation achons, Manage secunty
| | settings
| Rolel | View data, Alerts investigation Group! |
| Role2 View data Giroup2 |

Windows Defender ATF contains the device groups shown in the following table.

Rank Machine group Machine User access
| ATPI Devicel Groupl
Last Ungrouped machines (default) | Device2 Group2
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes No
Userl can run an antivirus scan on Device2. S ]
User2 can collect an investigation package from Device2. @ @
User3 can isolate Devicel. (o .

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-HYPERLINK "https://docs.microsoft.com/en-us/windows/security/threat-
protection/windows-defender-atp/user-roles-windows-defender-advanced-threat-protection"defender-atp/user-roles-windows-defender-advanced-threat-protection

NEW QUESTION 70

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You need to prevent users from accessing your Microsoft SharePoint Online sites unless the users are connected to your on-premises network.

Solution: From the Azure Active Directory admin center, you create a trusted location and a conditional access policy.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:

References:

https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition https://techcommunity.microsoft.com/t5/Microsoft-SharePoint-
Blog/Conditional-Access-in-SharePoint-Onlineand-OneDrive-for/ba-p/46678

NEW QUESTION 71

HOTSPOT

You have Microsoft 365 subscription.

You create an alert policy as shown in the following exhibit.
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Policy1

& Edit policy ® Delete policy

Status @ on

Description Descnplion

Severity Low

Category Threal management

Conditions Activty is Detected mahware in file
Aggregation Aggregated

Threshold 20 activities

Window 120 minutes

Scope Al users

Email reciplents Usert@sk190107 outhook onmicrosoft. com

Daily notification limit 100

Close

Use the drop-down menus to select the answer choice that completes each statement based on the
information presented in the graphic.
NOTE: Each correct selection is worth one point.

Policy1 will trigger an alert if malware is detected in | v

Exchange Online only

sharePoint Online only

SharePoint Online or OneDrive only

Exchange Online, SharePoint Online, or OneDrive

The mximum number of email messages that | v
Policy1 will generate per day is 3
12
20
100
A. Mastered

B. Not Mastered
Answer: A

Explanation:
Note: The Aggregation settings has a 120 minute window

NEW QUESTION 73

HOTSPOT

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com.
A user named Userl has files on a Windows 10 device as shown in the following table.

Name Text in file

Importing and exporting is easy. For import, you needa source, and for
exporn, you needa destinahbon

You must declare what you want o impont. Dangerous items cannot be

imported I you want lo impor valuables, you must pay customs
M are imihials forinstant messaging You can use Microsoft Skype for M, but
there are also other IM programs

File1 docx

File2 docx

File3 docx

In Azure Information Protection, you create a label named Labell that is configured to apply automatically. Labell is configured as shown in the following exhibit.
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ndition: Condition1

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No
Label1 applies to File1.docx. @) O
Label1 applies to File2.docx. O O
Label1 applies to File3.docx. O O

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/azure/information-protection/configure-policy-classification

NEW QUESTION 76

You have a Microsoft 365 subscription.

You plan to enable Microsoft Azure Information Protection.

You need to ensure that only the members of a group named PilotUsers can protect content. What should you do?

A. Run the Add-AadrmRoleBasedAdministrator cmdlet.

B. Create an Azure Information Protection policy.

C. Configure the protection activation status for Azure Information Protection.
D. Run the Set-AadrmOnboardingControlPolicy cmdlet.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/information-protection/activate-service

NEW QUESTION 78

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it As a result these questions will not appear In the review screen.

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com. You create an Azure Advanced Threat Protection (ATP) workspace named
Workspacel. The tenant contains users shown in the following table.

| Name Member of group Azure AD role |
L. User] Azure ATP Workspace1 Administrators None |
User? Azure ATP Workspacel Users None
LUiser3 None Secunty administrator
Userd Azure ATP Workspace1 Users Global administrator

You need to modify the configuration of the Azure ATP sensors.
Solution: You instruct Userl to modify the Azure ATP sensor configuration. Does this meet the goal?
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A. Yes
B. No

Answer: A

NEW QUESTION 81

HOTSPOT

Your company has a Microsoft 365 subscription.
You need to configure Microsoft 365 to meet the following requirements:
*Malware found in email attachments must be quarantined for 20 days.

*The email address of senders to your company must be verified.

Which two options should you configure in the Security & Compliance admin center? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Answer Arca

A. Mastered

B. Not Mastered

Answer: A

Explanation:
Answer Arca

®

NEW QUESTION 84

HOTSPOT
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Your company has a Microsoft 365 subscription that uses an Azure Active Directory (Azure AD) tenant named contoso.com. The company stores 2 TBs of data in
SharePoint Online document libraries. The tenant has the labels shown in the following table.

Name Type
Label1 Sensitnity label
Label2 Retention label
Label3 Azure Information Protection label

Statements

Labell can now be used as 3 sensitivity label or an Azure Information
Protection label

Label2 can now be used as a retention label or an Azure Information
Protecton label

Label3 can mow be used a2 & sensitraity labed or an Azure Information

A. Mastered

B. Not Mastered

Answer: A

Explanation:
Answer Area

Protection label

Statements

Labell can now be used as a sensitnaty label or an Azure Informatson

Label? can now be used as a retention label or an Azure information

Protection label

Label3 can now be used as a sensitivity label or an Azure information

NEW QUESTION 85
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HOTSPOT
You need to configure a conditional access policy to meet the compliance requirements. You add Exchange Online as a cloud app.
Which two additional settings should you configure in Policyl? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

T

0 e 0 - i o

LI e i Tk Conifigun (]

; 2 i 5

Falicy! il Mot configured “4’*"
o 3 nclude | Exclude

A ments L et
rent Mol t configuned

=
o 0

- Select the device state conditon ued o excluds
Ssers pad Broups @) 5 . devices from policy.
0 users and groups seleced cote ;) =
Mot confgured |i | Dewvice Hybeid Aire AD joined & |
ciad spos B y —
; app mcluded Chent apns fprevew] 5 I;_ | Drvice maciond ad comipliant & |

Hot configured

L]

D condtions Selected ? gt $ate [pren oo i 5
Mot eonfigured
Access controls
10
>

Bhack acceds

S esnez
0 conftrols selected

h

I Tar
Enable policy

(o e

A. Mastered
B. Not Mastered

Answer: A
Explanation:
/ x Conditions
0 15 [ i S D nic
/e Sonin 1k 9 Cadifigusre

T e > I e ]

I |
.o Include | Exclude

i oLl Mot configured ?
Users asd o Select the deade SLateé eanidlion uled 10 enthede
gy devices from policy
@ users and groups selected S 5 =
Not configured !__ | Device Hybirid Azure AD jaired O |
Cloud apps i y —
1 app included Chent apos [preview] 5 || Cumee miarked as complian: 0 |
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Condi=one @ e
O conditions selected Device itate (preview i }

Mot configurad

NEW QUESTION 87
You need to meet the compliance requirements for the Windows 10 devices. What should you create from the Intune admin center?

A. a device compliance policy
B. a device configuration profile
C. an application policy

D. an app configuration policy

Answer: D
NEW QUESTION 92
HOTSPOT

As of March, how long will the computers in each office remain supported by Microsoft? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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Seattle: Y
6 months
18 months
24 months
30 months
5 vears

New York: ¥
6 months
18 months
24 months
30 months
5 vears

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

https://www.windowscentral.com/whats-difference-HYPERLINK "https://www.windowscentral.com/whats-difference-between-quality-updates-and-feature-updates-
windows-10"between-quality-updates-and-feature-updates-windows-10

NEW QUESTION 94
You need to create the Microsoft Store for Business. Which user can create the store?

A. User2
B. User3
C. User4
D. User5

Answer: C

Explanation:

References:

https://docs.microsoft.com/en-us/microsoft-store/roles-and-permissions-microsoft-store-for- business

Case Study: 2

A. Datum Case Study: Overview

Existing Environment

This is a case study Case studies are not timed separately. You can use as much exam time as you

would like to complete each case. However, there may be additional case studies and sections on this exam. You must manage your time to ensure that you are
able to complete all questions included on this exam in the time provided.

To answer the questions included in a case study, you will need to reference information that is

provided in the case study. Case studies might contain exhibits and other resources that provide more information about the scenario that is described in the case
study. Each question is independent of the other questions in this case study.

At the end of this case study, a review screen will appear. This screen allows you to review your answers and to make changes before you move to the next
section of the exam. After you begin a new section, you cannot return to this section.

To start the case study

To display the first question in this case study, click the Next button. Use the buttons in the left pane to explore the content of the case study before you answer the
guestions. Clicking these buttons displays information such as business requirements, existing environment, and problem statements. When you are ready to
answer a question, click the Question button to return to the question. Current Infrastructure

A. Datum recently purchased a Microsoft 365 subscription. All user files are migrated to Microsoft 365.

All mailboxes are hosted in Microsoft 365. The users in each office have email suffixes that include the country of the user, for example, userl@us.adatum.com or
user2#uk.ad3tum.com.

Each office has a security information and event management (SIEM) appliance. The appliances come from three different vendors.

A. Datum uses and processes Personally Identifiable Information (PII).

Problem Statements Requirements

A. Datum entered into litigation. The legal department must place a hold on all the documents of a

user named User1 that are in Microsoft 365. Business Goals

A. Datum warns to be fully compliant with all the relevant data privacy laws in the regions where it operates.

A. Datum wants to minimize the cost of hardware and software whenever possible.

Technical Requirements

A. Datum identifies the following technical requirements:

» Centrally perform log analysis for all offices.

*Aggregate all data from the SIEM appliances to a central cloud repository for later analysis.

*Ensure that a SharePoint administrator can identify who accessed a specific file stored in a document library.

*Provide the users in the finance department with access to Service assurance information in Microsoft Office 365.

*Ensure that documents and email messages containing the Pll data of European Union (EU) citizens are preserved for 10 years.

«If a user attempts to download 1,000 or more files from Microsoft SharePoint Online within 30 minutes, notify a security administrator and suspend the user's user
account.

*A security administrator requires a report that shows which Microsoft 36S users signed in Based on the report, the security administrator will create a policy to
require multi-factor authentication when a sign in is high risk.

*Ensure that the users in the New York office can only send email messages that contain sensitive US. PII data to other New York office users. Email messages
must be monitored to ensure compliance. Auditors in the New York office must have access to reports that show the sent and received email messages containing
sensitive U.S. PIl data.
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NEW QUESTION 99
Which report should the New York office auditors view?

A. DLP policy matches

B. DLP false positives and overrides
C. DLP incidents

D. Top Senders and Recipients

Answer: C
Explanation:

References:

https://docs.microsoft.com/en-us/office365/sHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-
policies"ecuritycompliance/data-loss- prevention-policies

NEW QUESTION 102
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